Employee data thefts challenge hospital information security

Although warnings about medical data breaches often focus on how healthcare facilities should protect their computer systems from external hackers, insider threats remain the single most consistent vulnerability.

A former employee of Parkland Memorial Hospital in Dallas, Texas, pleaded guilty in November of stealing patient information to recruit patients for his home healthcare business. In April, two registration employees of Jamaica Hospital Medical Center in New York were charged selling emergency department patients' personal information to people who then solicited outpatient care and other services to those patients. In other examples, information stolen by employees has been used for medical identity theft activities such as accessing medical care and filing false insurance claims and tax returns. (Sources: Dallas Morning News, InformationWeek)

For the healthcare facilities where they occur, such incidents can result in Health Insurance Portability and Accountability Act (HIPAA) violation penalties and other fines. Other costs can be incurred from class-action lawsuits, lost staff time, provision of identity theft protection services to affected patients and potential damage to the organization’s reputation. (Source: InformationWeek) In one survey, 75 percent of healthcare organizations named employee negligence as their biggest security concern. In 2013, 12 percent of organizations said they had experienced a case in which a “malicious insider” had breached patient privacy. (Source: InformationWeek)
Routinely educate employees on HIPAA and other legal requirements and your facility's policies for the use and disclosure of patient information. (Source: Department of Health and Human Services)

Secure protected health information by making sure that employees only have access to the information required for their roles and responsibilities. (Source: Becker’s Health IT & CIO Review)

Change authorizations such as passwords immediately when an employee leaves or changes positions, and promptly cut off all access when an employee leaves an organization. (Source: InformationWeek)
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